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1 Definitions 

1.1 Definitions 

1. Branch Assurance Visit – This is a comprehensive assessment of the current trading position 
of a Post Office1 branch, and includes the verification of reported levels of cash, foreign 
currency (if applicable), stock items and discuss any highlighted operational issues to check if 
mandatory business conformance are operating as intended. 

2. Rationale Document (RD) - this document sets out the rationale behind a decision to 
undertake a Branch Assurance Visit, along with relevant supporting data, and is provided to 
a postmaster to explain the reason behind the visit. 

4. Script - This is a script for the Lead to follow to ensure the main 
points are communicated. 

5. Discrepancy - Any difference between (i) the actual cash and stock position of a branch and 
(ii) the cash and stock position shown on Horizon as derived from transactions input by 
branch staff into the branch's terminals. 

6. Established Gain - An event that causes a positive Discrepancy (i.e. the situation where the 
branch has more cash and/or stock than the derived figures for cash and/or stock on 
Horizon), which has been investigated by Post Office, or agreed by the postmaster, and 
found to be a genuine gain to Post Office which was caused by the negligence, carelessness 
or error of the postmaster and/or their assistants. –  

7. Established Loss - An event that causes a negative Discrepancy (i.e. the situation where the 
branch has less cash and/or stock than the derived figures for cash and/or stock on Horizon), 
which has been investigated by Post Office, or agreed by the postmaster, and found to be a 
genuine loss to Post Office which was caused by the negligence, carelessness or error of the 
postmaster and/or their assistants. –  

 

1 In this policy, “Post Office” means Post Office Limited. 
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10. Operational Excellence visits (Support visits)– This is a supportive, face to face visit that is 
conducted to encourage accurate accounting and encourage operational robustness.  
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3 Risk appetite and required operational standards 

3.2 Policy framework 

This policy is part of a framework of postmaster support policies that has been established to set the 
minimum operating standards relating to the management of postmaster contract risks throughout 
the business and network in line with Post Office’s risk appetite.  The framework includes the 
following policies: 

• Postmaster Onboarding 

• Postmaster Training 

• Postmaster Complaint Handling  

• Network Monitoring and Branch Assurance Support (this policy) 
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• Branch Assurance visits completed, rescheduled and repeat visits 

• Lead times from scheduling and performing a Branch Assurance visit 
• Identification of postmaster support required 
• Postmaster feedback 
















